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The issue that I chose really grabbed my attention right away. Being involved in computer security, **data privacy** is a big issue in security. At first the problems that were being faced with data privacy were protecting hackers from extorting the data of customers to exploit it at their own use. As technology has grown and more peoples personal lives are entangled in technology. Data privacy has become even more complex issue. More companies have gotten in trouble due to the fact they have gone past what is considered ethical and collected more data on customers than customers would allow. This is affecting companies because many people do not even feel comfortable shopping online or signing up for company customer accounts because they feel they are making themselves more vulnerable and having no privacy. Beginning my research I looked at the suggested website The Economist. I came across a very interesting article titled *Facebook comes under fresh attack for its data privacy practices*. I was **unable to find the author of this article.** This article was published January 31st.In this article it explains how apple has revoked its developer certificate that allows company to create iPhone apps in which they can use it for internal use throughout their companies. Facebook got their certificate revoked because once the app was downloaded on the phone, it would send all of the persons data to Facebook. Due to this Apple revoked all of Facebooks internal apps. Facebook responded by saying that the data was only collected through consent of the user. This is not Facebooks first time in the news. Facebook in 2018 had a data breach that put 50 million users at risk. It is very unethical to take someone’s information without them knowing, and today’s climate to get someone’s information it has become easier and easier. So if you are able to take the right precautions to keep your information safe, you don’t want companies collecting it because you never know when such company could ever be breached or what they are even using that information for.